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Question: My tiered facility possesses only Theft/Diversion COI. Do I need to address all of the RBPS or just #6
pertaining to theft/diversion?
Answer:

DHS expects every facility to address the following RBPS regardless of the security/vulnerability issue for
which the facility is tiered:

RBPS 1 - Restrict Area Perimeter;
RBPS 3 - Screen and Control Assets;
RBPS 4 - Deter, Detect, and Delay;
RBPS 5 - Shipping, Receipt, and Storage;
RBPS 8 - Cyber Security;
RBPS 9 - Response;
RBPS 10 - Monitoring;
RBPS 11 - Training;
RBPS 12 - Personnel Surety;
RBPS 13 - Elevated Threats;
RBPS 14 - Specific Threats, Vulnerabilities, or Risks;
RBPS 15 - Reporting of Significant Security Incidents;
RBPS 16 - Significant Security Incidents and Suspicious Activities;
RBPS 17 - Officials and Organization; and
RBPS 18 - Records.

Facilities that have a Theft-Diversion security/vulnerability issue also will be expected to address RBPS 6 –
Theft/Diversion, and have the option in the SSP tool to address RBPS 6 at the facility-wide or asset level (or
both).

In addition, DHS expects that RBPS 2 (Secure Site Assets) typically will apply to all facilities at either the
facility level or the asset level (or both). However, a facility must address RBPS 2 for all individual assets,
whether or not facility security measures were previously entered.
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